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1
Decision/action requested

This contribution proposes a proposal for the scope of TR 33.856
2
References

N/A
3
Rationale






This contribution proposes the evaluation for solution #1.3 " Emergency session in SRVCC from 5G to UTRAN CS "in TR33.856.
We kindly propose SA3 to agree the following pCR.
4
Detailed proposal

**********************Begin of changes********************************
6.3
Solution #1.3: Emergency session in SRVCC from 5G to UTRAN CS

6.3.1
Introduction

This clause addresses the key issue #5.2 for authenticated emergency session and unauthenticated emergency session.
6.3.2
Solution details 

When the SVRCC is for an authenticated emergency session or an unauthenticted emergency session, the security procedure in solution #1.1 is applied if there is no direct interface between the AMF and the MSC server. Otherwise if there is direct interface between the AMF and the MSC server, the security procedure in solution #1.2 is applied.

In the case when the SRVCC is for an unauthenticated emergency session, since the derived keys have no ability to affect the output of the NULL algorithms, it is irrelevant that the network and the UE derive different keys.

6.3.3
Evaluation


For Key Issue# 2: Security of IMS Emergency Session Handling
-
Apply the security procedure in solution #1.1or solution #1.2.
The details of evaluation for solution #1.1and solution #1.2 see 6.1.3 and 6.2.3.
*********************************End of changes*******************************
